
Protect Yourself from Email Fraud

This material is meant for general illustration and/or informational purposes only. Although the information has been gathered from 

sources believed to be reliable, no representation is made as to its accuracy. Please consult your email provider's website for more 

information. Use of this information or the Two-Step process does not guarantee protection of your accounts and no guarantee is implied

-On your iPhone, iPad, or iPod touch with iOS 9 or later:

-Go to Settings > iCloud > tap your Apple ID

-Tap password & Security

-Click on “Set Up Two-Factor Authentication”

-You will be brought to a page explaining what two-factor authentication does. 

-Click “Continue”

-On your Mac with OS X El Capitan or later: 

-Go to Apple menu > System Preferences > iCloud > Account Details

-Click Security

-Click Turn on Two-Factor Authentication 

-In either instance, you will need at least one trusted phone number on file 

  where you can receive verification codes

-To set this up: 

-Go to your Apple ID account page

-Sign in with your Apple ID

-Go to the Devices Section and click “Add a Trusted Phone Number” and enter the 

  phone number you would like to add

-Choose to verify the number with a text or phone call, and click Continue

How to Enable iCloud
2-Step Verification


